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approved for §170.205.

(3) HL7 2.5.1 Implementation Guide
for Immunization Messaging Release
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standards.html.
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(1) Annex A: Approved Security
Functions for FIPS PUB 140-2, Secu-
rity Requirements for Cryptographic
Modules, Draft, January 27, 2010, IBR
approved for §170.210.

(2) [Reserved]

(j) American National Standards In-
stitute, Health Information Tech-
nology Standards Panel (HITSP) Secre-
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Subpart C—Certification Criteria
for Health Information Technology

SOURCE: 75 FR 44651, July 28, 2010, unless
otherwise noted.

§170.300 Applicability.

(a) The certification criteria adopted
in this subpart apply to the testing and
certification of Complete EHRs and
EHR Modules.

(b) When a certification criterion re-
fers to two or more standards as alter-
natives, use of at least one of the alter-
native standards will be considered
compliant.

(c) Complete EHRs and EHR Modules
are not required to be compliant with
certification criteria that are des-
ignated as optional.

§170.302 General certification criteria
for Complete EHRs or EHR Mod-
ules.

The Secretary adopts the following
general certification criteria for Com-
plete EHRs or EHR Modules. Complete
EHRs or EHR Modules must include
the capability to perform the following
functions electronically, unless des-
ignated as optional, and in accordance
with all applicable standards and im-
plementation specifications adopted in
this part:

(a) Drug-drug, drug-allergy interaction
checks—(1) Notifications. Automatically
and electronically generate and indi-
cate in real-time, notifications at the
point of care for drug-drug and drug-al-
lergy contraindications based on medi-
cation list, medication allergy list, and
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